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Senator Howard A. Stephenson proposes the following substitute bill:

STUDENT PRIVACY {ACT}STUDY
2015 GENERAL SESSION
STATE OF UTAH

Chief Sponsor: Jacob L. Anderegg

{

Senate Sponsor: +Howard A. Stephenson

LONG TITLE

General Description:
This bill
studentmformation}requires the State Board of Education to develop a student privacy

funding proposal and make recommendations to the Legislature.

Highlighted Provisions:
This bill:
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4>—estabhshes—requemenfs—for—} equires the State Board of Education {retated-to-the

datatto develop a funding proposal and

make recommendations to the Legislature on how the State Board of Education and

the Legislature can update student privacy laws in statute and in board rule;

» requires the State Board of Education to designate a {stadentprivacycoordimator-to

——makestechnteal-changes}chief privacy officer; and

» requires the State Board of Education and the chief privacy officer to report to the

Public Education Appropriations Subcommittee.

Money Appropriated in this Bill:
{None}This bill appropriates in fiscal year 2016:
to the State Board of Education - State Office of Education - Assessment and

v

Accountability, as an ongoing appropriation:

¢ from the Education Fund, $180.000; and

v

to the State Board of Education - State Office of Education - Assessment and

Accountability, as a one-time appropriation:

¢ from the Education Fund, One-time, $5.000.

Other Special Clauses:
{—Nomne} This bill provides a special effective date.
Utah Code Sections Affected:

CAMENDS:
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1ENACTS:
{53A=13-300:5353A-1-710, Utah Code Annotated 1953

Be it enacted by the Legislature of the state of Utah:
Section 1. Section {53A=H=605}53A-1-710 is tamended}enacted to read:

53 A=H=605353 A-1-710.f Definitions=—School persommel—=Medica
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—(4} student privacy study -- Chief privacy officer.

(1) For purposes of this section:

(a) "Board" means the State Board of Education.

(53b) "Chief privacy officer" means the chief privacy officer designated by the board
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in Subsection (4).

(c) "Education entity" means:

({ati) the board;
(fbtii) alocal school board or charter school governing board:

(fetiii) a school district;
(idtiv) a public school; or
(fetv) the Utah Schools for the Deaf and the Blind{:or
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(d) "Third party {eontractorfservice provider" means a person, other than an education

entity, that

(1) enters into a contract or written agreement{=

provided-forfamityand} to provide a service or product; and

(i1) receives student data from the education entity pursuant to the contract or written

agreement.

(2) (a) The board shall develop a funding proposal and make recommendations to the

Legislature on how the board and the Legislature can update student privacy {under{Sectton
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i t iretlaws in statute and in board rule.

(b) The board shall consider input from education entities, parents, and other

stakeholders as the board develops the funding proposal and recommendations described in

Subsection (2)(a).

(3) The board shall consider the following issues as the board develops the funding

proposal and recommendations described in Subsection (2)(a):

a) how an education entit -
—— 3 rExceptasprovidedinSubsectton{H3can better maintain, secure, and safeguard
student data, including using industry best practices to maintain, secure, and safeguard the

student data;

(b) how to provide disclosures to parents and students on how student data will be

collected, maintained, and used;

(c) the process to release student data to an education entity {maynotreteasea

—tator to a person, including to the following:

(1) another education entity;
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—5rAntgovernment entity:
(A) within the state: or

(B) outside of the state:; and

(ii1) a private third party:

(d) how to allow a student to expunge the student's data;

(e) how to manage a contract with a third party service provider to ensure that a

contract entered into between an education entity fmay releaseageregate studentdatatoa
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betweenaneducattorrentity +and a third party feontractor-which-attows the-thirdparty

——fatservice provider includes:
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(i) provisions requiring specific restrictions on the use of student data;

($btii) specific dates governing the destruction of student data given to a third party

{contractorfservice provider;
(fctiii) provisions that prohibit a third party {eontractortservice provider from using

+thestudent-datatpersonally identifiable information for a secondary use, including sales,

marketing, or advertising:<and+

(3dtiv) provisions limiting a third party {eontractor'stservice provider's use of student

data strictly for the purpose of providing services to the education entity:§

——{(Frrequircathirdpartycontractort: and

(v) provisions requiring a third party service provider to maintain, secure, and

safeguard all student data‘

—fa)+ by using industry best practices to maintain, secure, and safeguard the student

data; and
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—tAf) the penalties for:
(i) an unauthorized release of student data:+
—{B)—anunauthortzed-cottectront or

(i1) failing to maintain, secure, and safeguard student data.

(4) (a) The board shall designate a chief privacy officer.
(b) The chief privacy officer shall:
(1) oversee the administration of student fdata-or
o ot thi '
—tA)—theboard:
By Leablecd ) tv-and
) the Bd tornterim € ) |
—frv¥privacy laws: and
(ii) work with the board to develop tamodetstudent-data-disctosure-desertbed-in




HB0068S04 compared with HB0068

—tb)—The board mayassess-the-ctvit-penaltytthe funding proposal and recommendations

described in Subsection (2)(a){titraccordancewith-Fitte 636G Chapter4Administrativ

(5) On or before January 31, 2016. the board and the chief privacy officer shall present

the funding proposal and recommendations described in Subsection (2)(a){ti):

N

a
) Udliidgls,

istati to the Public Education

Appropriations Subcommittee.

Section 2. Appropriation.
Under the terms and conditions of Title 63J, Chapter 1, Budgetary Procedures Act. for

the fiscal year beginning July 1, 20135, and ending June 30, 2016, the following sums of money

are appropriated from resources not otherwise appropriated, or reduced from amounts
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previously appropriated, out of the funds or accounts indicated. These sums of money are in

addition to any amounts previously appropriated for fiscal year 2016.

To State Board of Education - State Office of Education - Assessment and

Accountability
From Education Fund 180,000
From Education Fund, One-time $5.000

Schedule of Programs:
Assessment and Accountability $185,000
The Legislature intends that:
(1) the State Board of Education use the appropriation under this section as described

in Section 53A-1-710: and

(2) $180.000 of the appropriation under this section be:

(a) ongoing; and
(b) non-lapsing.

Section 3. Effective date.

(1) Except as provided in Subsection (2), this bill takes effect on May 12, 2015.
(2) Uncodified Section 2, Appropriation, takes effect on July 1, 2015.
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